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requirements, we developed an MNS foundation that is adaptable to different 

requirements for size, bandwidth, and complexity.  

 

Our MNS ensures Agency investment in 

services is consistent with goals by providing a single platform for consolidation of all 

Telecommunications Expense Management (TEM). 

MetTel’s MNS supports all appropriate, underlying EIS offerings to ensure seamless 

connectivity and complete service management. Our proactive network and security 

monitoring, rapid troubleshooting, and service restoration support the overall 

management of an Agency’s network infrastructure.  

 

 

. 

2.1.4.1.2 Standards [L.29.2.1, C.2.8.1.1.2] 

MNS complies with all the appropriate standards for any underlying EIS access and 

transport service and the specific standards and requirements identified in an Agency 

Task Order as required in C.2.8.1.1.2. 

2.1.4.1.3 Connectivity [L.29.2.1, 

C.2.8.1.1.3]. 

MNS works with the underlying 

EIS offerings of VPNS, ETS, IPVS, 

IPS and MTIPS as needed to ensure 

seamless and secure connectivity to 

Agency networking environments as 

specified in C.2.8.1.1.3. 

2.1.4.1.4 Technical Capabilities 

[L.29.2.1, C.2.8.1.1.4] 

We provide the required Design 

and Engineering services and 

Implementation, Management, and 

Maintenance services, described 
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below. All of which comply with security requirements set forth in the EIS RFP. 

2.1.4.1.4.1  Design and Engineering Services [C.2.8.1.1.4.1] 

We provide a dedicated project team to design and engineer services that fully 

satisfy Agency requirements. Typical tasks may include selection of hardware, firmware, 

and related software required by an Agency’s Task Order. This includes the selection of 

routers, switches, firewalls, PBXs, and any other related equipment required for 

delivering an EIS service. Our team is dedicated to continuous improvement and current 

technology expertise . We 

define network components, protocols, redundancy solutions, traffic filtering, and traffic 

prioritization requirements for QoS implementation. Additionally, we recommend 

bandwidth and performance levels as required to implement the network service in 

compliance with service KPIs. 

 

 

 

 

 

 

MetTel coordinates all installation and 

testing activities with the Agency to minimize impact on the current networking 

environment and operational mission. 

2.1.4.1.4.2 Implementation, Management, and Maintenance [C.2.8.1.1.4.2] 

We developed our implementation, management, and maintenance model to interact 

across multiple providers of service and equipment, including CLECs, Tier-1 carriers 

and ISPs, CPE vendors, and all major local and long distance telephone carriers. Part 

of this process includes defining escalation plans to predetermine the most expeditious 

path to elevate priorities across organizations in the event problems are not resolved 

through normal procedures. 
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routers, switches, encryption devices, PBXs, CSU/DSU, hubs adapters, proxy servers, 

firewalls, and modems (wireline or wireless). MetTel MNS supports the UNIs for all 

underlying EIS access and transport services implemented using MNS as required. 

Customer Care [C.2.8.1.1.4.2 (3, 4, 5)] 

Once an Agency issues an MNS TO, 

the MetTel New Client Services engages 

and validates engineering and assures 

proper understanding of management 

SLAs, reporting and maintenance 

requirements. The Agency works with 

Customer Care as needed via phone, 

email, or the MetTel EIS Portal. Exhibit 

2.1.4-4 shows the structure of the 

Customer Care support organization. 

 

 

 

The MetTel EIS portal provides access to all information from 

Agency locations or remotely for remote management. Agencies can receive SNMP 

read-access data feeds which provide the Agency with managed equipment 

information, as required. 

 

 

 

 

 

  

Provisioning comprises the ordering and installation of new services or sites as 

Agencies grow or move locations. This function includes coordinating any new circuits 

with the LEC or network provider as well as ordering and staging new hardware as 

required.  

Exhibit 2.1.4-4. Customer Care 









General Services Administration (GSA) 
Enterprise Infrastructure Solutions (EIS)  

Vol. 1 Technical  RFP No. QTA0015THA3003 1-11 
Use or disclosure of data contained on this page is subject to the restrictions on the title page of this proposal. 

Agency administrators add users to job-related roles and edit and modify user 

permissions to manage user access to Agency information as needed. 

Installation Schedule [C.2.8.1.1.4.2 (13 a)] 

The MetTel EIS Portal provides authorized Agency personnel with near-real-time 

access to the installation schedule through the NCS Tracker. The NCS Tracker provides 

detailed activity schedules for equipment delivery and installation, access and transport 

circuits including FOC dates when available, ports, and permanent virtual circuits 

(PVCs) as applicable to the solution. The installation schedule provides the Agency the 

ability to track the provisioning process through completion at any time through the 

MetTel EIS Portal. 

Network Statistics and Performance Management [C.2.8.1.1.4.2 (13 b)] 

We provide a rich set of performance information displays with real or near-real time 

access. Through the MetTel EIS Portal, Agency users can access network statistics and 

performance information including MPLS link monitoring, QoS performance, traffic 

monitoring, and security logs. Exhibit 2.1.4-8 shows an example of the types of 

performance screens available to Agency users.  

 

 

 

 

 

 

 

 







General Services Administration (GSA) 
Enterprise Infrastructure Solutions (EIS)  

Vol. 1 Technical  RFP No. QTA0015THA3003 1-14 
Use or disclosure of data contained on this page is subject to the restrictions on the title page of this proposal. 

Users submit TTs to request security logs, network maps, and performance report 

resolution. Exhibit 2.1.4-11 illustrates a sample EIS Portal Trouble Ticketing 

Management screen. 

Exhibit 2.1.4-11. MetTel Trouble Ticket Management 

2.1.4.1.5 Features [L.29.2.1, C.2.8.1.2] 

MetTel provides the following services: 

1. GFP and SRE Maintenance. Maintain and repair SRE and GFP as required. 

2. Agency-specific NOC and SOC. Customer-specific help desk services and 

shared and dedicated NOCs and SOCs to meet Agency requirements specified in a 

Task Order. Utilizing the strengths of the NOC’s ability to understand the network 

baseline, the SOC will investigate anomalous traffic as identified by the data flowing into 

the NOC from the network and SRE. Our SOC leverages the MetTel Trouble Ticket 

Management (TTM) to search, source and correlate data for ingestion into the 

Advanced Threat Intelligence Platform (ATIP). ATIP in turn supports 24x7x365 security 

monitoring, it aids in advanced hunting and provides data for the incident response 

lifecycle. 
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3. Network Testing. Support Agency-specific development services that address 

the Agency’s potential need to test equipment, software, and applications on the MetTel 

network prior to purchase and deployment. These testing efforts are managed through 

the Trouble Ticketing Management system and cover voice, data, and video 

technologies that may or may not be over an IP VPN. Testing is performed at the 

discretion of the Agency and structured in collaboration with MetTel. 

4. Traffic Aggregation Service (DHS Only). MetTel service offerings under EIS 

(e.g., VPNS, Ethernet Transport, IPS, MTIPS, and IPSS) that transport Internet, 

Extranet, and Inter-Agency traffic identifies and routes the applicable government traffic 

through a secure DHS EINSTEIN Enclave for processing by the latest generation of 

DHS EINSTEIN capabilities. MetTel has identified multiple existing locations in 

Northern, Virginia that are ANSI/TIA-942 and ICD 705 certified facilities that can serve 

as DHS EINSTEIN Enclaves. The physical technology implementing the DHS 

EINSTEIN Enclave will be hosted in secure environments appropriate for the sensitivity 

of the specific DHS EINSTEIN Enclave. Network connectivity including secured data 

communication, if required is provided between the DHS EINSTEIN Enclave hosted 

equipment and DHS data centers. 

 

 

 

 

 

 

 

 

 

 

 

MetTel assumes all responsibility for the installation, configuration, maintenance and 

repair of the MetTel infrastructure that implements the traffic aggregation capability and 

the communication services that support interconnection of the DHS EINSTEIN Enclave 
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equipment to the MetTel infrastructure. This includes the engineering services to 

accomplish the integration of the DHS EINSTEIN Enclave sensor equipment, data 

centers, and data communications to the MetTel EIS infrastructure. 

MetTel personnel are prepared to assist with the installation, configuration, 

maintenance and repair of the DHS EINSTEIN Enclave sensor systems. Our personnel 

performing these functions possess the training, experience and required security 

clearance / suitability to provide “Smart-Hands” service to the DHS EINSTEIN Enclave 

supplied equipment. 

2.1.4.1.6 Interfaces [L.29.2.1, C.2.8.1.3] 

MNS supports the UNIs for all underlying EIS access and transport services. 

2.1.4.1.7 Performance Metrics [L.29.2.1, C.2.8.1.4] 

We support the performance metrics for MNS as specified in a Task Order. The 

MetTel EIS Portal provides the interface for the Agency to view and interact with MNS 

personnel on service issues. 

We meet or exceed the values of the KPIs for MNS and all underlying EIS network 

services we manage.  

 

 

 

 




