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 We have extensive experience performing service testing 

across our entire product suite and customer base. 

The testing process begins with a review of the Task Order to determine the 

services and features that are associated with the specific service. Any special or 

unique requirements specified in the Task Order are also noted. If special testing 

procedures are requested by the Task Order, the testing process for the service is 

modified accordingly.  

The installed Service Related Equipment (SRE) is then reviewed to ensure that it 

conforms to SREs specified in the Task Order. Next, the configuration of the SREs is 

verified to ensure that it is correct. Any configuration errors are corrected and 

documented during this process.  

Following completion of this step, access is reviewed to ensure conformity to the 

Task Order in all respects including protocols, bandwidth, service features, security 

requirements, diversity, etc. Tests are then performed on access to ensure it is fully 

operational and meets the functional requirements of the specified in the Task Order. 

We supply all necessary test equipment including data terminals, load boxes, test 

cables, and any other hardware and software required to complete all aspects of EIS 

services verification testing. 

The next step is to execute the service test(s) specified in the sections below, 

including the application of the specified test cases for that service. In addition to 

verifying basic features and functionality, compliance with specified KPIs for the service 

is verified. Then the ATO for FISMA-related security requirements is verified. 

If the service passes all test criteria, the results are documented in the EIS Services 

Verification Testing Report, which shows that the tests for the service were completed 

successfully and the required certifications are in place. The Verification Testing Report 

is submitted to the Government for acceptance and approval. 

If the service fails one or more acceptance tests, the services verification testing 

team determines the source of the problem. Such difficulties are usually caused either 

by software configuration or hardware problems. If the problem is determined to be 

hardware related, corrections are made to its configuration, cabling, plug-ins, or other 
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factors as needed. The services tests are then repeated.  

To determine if the problem is software configuration related, the network segments 

are isolated. Network tests are then conducted on the first segment. If that segment 

passes, tests are then performed on the next segment, etc. until the network problem 

has been identified. It is then corrected and the software is reconfigured. When this has 

been completed, the overall service tests are repeated. 

If all network segments are tested and no problems are identified, the problem is 

referred to MetTel’s Engineering Department. This could occur in cases where network 

segments all pass the required KPIs but the accumulated jitter, packet loss, and/or 

latency cause the end-to-end network tests to fail. Equipment difficulties could also 

cause testing failures. 

Depending on the circumstances, the service may require re-engineering, 

modification to the SREs, configuration changes, or other action to enable it to pass 

services verification testing. In all such cases, resolving the underlying problem is given 

top priority so it can be resolved and the service turned over to the customer quickly. 

Typically, this is accomplished within 72 hours.  

Throughout the EIS services verification testing process, Government 

representatives may observe all or part of our testing procedures.  

Test scenarios, test cases, and acceptance criteria for each proposed service are 

presented in the sections below. When new services are added during the life of the EIS 

contract, new test approaches, test cases, and acceptance criteria are developed as 

needed and submitted to the Government for approval. 

A4.2.2 Test Data Sets 

We execute the test cases defined in this EIS Test Plan using test data sets 

developed that include real-world service conditions and actual locations. The content of 

these data sets varies depending on the service being tested. Using these data sets, we 

test all services and service features proposed in the Task Order.  

A4.2.3 Services Acceptance 

We understand that once verification testing is successfully completed, the 

Government may complete acceptance testing based on the acceptance criteria defined 

in the EIS Test Plan. Our acceptance test verifies satisfactory end-to-end service 






















































































